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Objectives
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At the conclusion of the session, participants should be able to:

• follow security protocol.

• understand the roles and responsibilities of the Security Coordinator and Data 
Manager in data reporting.

• establish access to communication resources and opportunities.

• understand the importance and utilization of data collected by LDOE.

• navigate the School Calendar System (SPC) and Student Information System 
(SIS) for error-free data submission.

• meet SPC and SIS reporting deadlines.
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Role of the Security Coordinator
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• LEAs and CMOs are required to designate a local Security Coordinator who is 
responsible for granting authorized users access to LDOE Application Systems.

• The Security Coordinator grants local authorized users access to LDOE 
Application Systems using the Totally Automated Security System (TAS).

6

For assistance, contact:  SecurityDOE@la.gov

https://tas.doe.louisiana.gov/Administration.aspx


User Access Rights and Authorization
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• To request access to LDOE application systems, users can complete the Security Request 
Form and forward it to their local Security Coordinator.

• For authorized users, a unique User ID and initial password will be established.

• Each User IDs follows a set standard which identifies and associates the user with a 3-
digit Sponsor Code.

• User IDs are not to be shared among users.

• User IDs may be revoked in any of the following circumstances:

• After five unsuccessful sign-on attempts

• After five resource access denials in one terminal session

• At the scheduled end of temporary engagements

• During an investigation of an actual or suspected security violation requested by 
management

• Upon management request and/or direction due to termination

For assistance, contact your local Security Coordinator.

https://leads3.doe.louisiana.gov/ptl/LeadsInfo/Security Request Form.docx


Assigning & Establishing User Passwords
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• Users can change an initial password or reset a forgotten or expired password, 
using the self-service Password Reset System (PRS).

• Users should refer to the Password Reset User Guide (located here) or contact 
their local Security Coordinator when having difficulties with their password.

• Passwords must follow specific rules:
• Minimum length: 8 characters
• Must contain at least 3 of the 4 complexity categories as follows:

– Upper case characters (A-Z)
– Lower case characters (a-z)
– Numeric digits (0-9)
– Non-alphanumeric characters (e.g., %, &, $)

• Cannot be the same as any of the previous 5 passwords
• Cannot contain the user’s ID or parts of the user’s full name that exceeds 

two consecutive characters  

For assistance, contact your local Security Coordinator.

https://password.doe.louisiana.gov/
https://password.doe.louisiana.gov/PRSHelp.pdf


Minimum Computer System Requirements
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Minimum computer system requirements to access the LDOE Application 
Systems:

• Browser: LDOE Application Systems are optimized for Internet Explorer 
Version 9.0 or lower or later versions using Compatibility Mode

• Screen Resolution: The optimum screen setting is 1024 x 768 or higher

• To adjust your resolution, right-click on your desktop, click Properties, 
then Settings

• Adjust the slider to a screen resolution of 1024 x 678 or higher, and then 
click OK

• Software:  WinZip (preferred), PKZip (permitted)

For assistance, refer to any LDOE Application System User Guide. 

https://leads3.doe.louisiana.gov/ptl/


Setting up Internet Explorer
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Users should check the following Internet Explorer (IE) options:

• Go to Tools >> Internet Options >> Security>> Custom Level. 

• Make sure the “Allow script-initiated windows without size or position 
constraints” option is enabled 

• Also, make sure the “Display mixed content” option is enabled

• Go to Tools >> Internet Options >>Privacy >> Pop-Up Blocker Settings

• Enter leads3.doe.louisiana.gov in the “Address of Web site to allow” field 

• Go to Tools>>Pop Up Blocker Settings>>choose “Turn off Pop-up Blocker”

For assistance, refer to any LDOE Application System User Guide. 

https://leads.doe.louisiana.gov/ptl
https://leads3.doe.louisiana.gov/ptl/


Setting up Internet Explorer
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The browser should reload the page and begin displaying the page in compatibility view mode.

For IE versions 8 through 10, users must enable compatibility view by clicking 
the “Compatibility View” icon to the right of the address bar to access LDOE 
systems properly:

For assistance, refer to any LDOE Application System User Guide. 

https://leads3.doe.louisiana.gov/ptl/


Setting up Internet Explorer
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For IE version 11,

• Click the “Tools” button on 
the menu bar, and then 
select the “Compatibility 
View Settings” option

• Then, in the text box under 
“Add this website”, enter 
Louisiana.gov and click the 
“Add” button

• Finally, close the 
Compatibility View Settings 
dialog box and close IE 11. 
Restart IE

For assistance, refer to any LDOE Application System User Guide. 

https://leads3.doe.louisiana.gov/ptl/


Accessing LDOE INSIGHT Portal
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To access the LDOE INSIGHT Portal, users must enter a User ID and 
Password on the INSIGHT Portal login screen. 

https://insight.doe.louisiana.gov

For assistance, contact your local Security Coordinator

https://insight.doe.louisiana.gov/


LDOE INSIGHT Portal - My Apps
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All LDOE Application Systems for which a user is authorized to access will be 
displayed under the My Apps button.



LDOE INSIGHT - Coordinator Portal
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• LEAs can access all LDOE systems via the  LDOE INSIGHT Coordinator Portal.

• In addition to system access, the Coordinator Portal is also used by LDOE to 
post pertinent information for LEAs.

• Local security coordinators can grant user access by:
• Accessing the Totally Automated Security System (TAS) and adding 

LDS_LEAS_DATACOORD role under the Longitudinal Data Systems (LDS)

• Data Coordinators and Data Managers should check daily for important 
announcements, reminders and other system related information.

For assistance, contact your local Security Coordinator

https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx.
https://tas.doe.louisiana.gov/Administration.aspx


LDOE INSIGHT Coordinator Portal - Alerts
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Users can sign up for email Alerts when 
information is added or changed.
• Access the LDOE INSIGHT Coordinator 

Portal. 
• Click your user ID near the top, right of 

the screen.
• Select My Settings.
• Choose My Alerts to set which alerts you 

would like to receive.

For assistance, contact: SystemSupport@la.gov

https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx
https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx.
mailto:SystemSupport@la.gov


Accessing LDOE LEADS
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Users also have the ability to access LDOE Application Systems directly through 
LEADS at https://leads3.doe.louisiana.gov/ptl/.

For assistance, refer to any LDOE Application System User Guide. 

https://leads3.doe.louisiana.gov/ptl/
https://leads3.doe.louisiana.gov/ptl/


Protocol for Addressing Security Issues
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• For authorization access and security issues, users should first contact their
local Security Coordinator.

• If the problem cannot be resolved, contact SecurityDOE@la.gov or the IT 
Helpdesk at (225) 342-1821.

• For additional information regarding security and how to access the LDOE
application systems, refer to Module 1 LDOE Data Systems Security and Access
located on the LDOE INSIGHT Coordinator Portal in the shared documents folder

mailto:SecurityDOE@la.gov
https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx
https://insight.doe.louisiana.gov/coordinators/Shared Documents/Forms/AllItems.aspx


LDOE Application Systems Linkage
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Louisiana 
Secure ID 
System 

(eScholar)

For additional information regarding LDOE Application systems,

refer to Module  2 LDOE Application Systems Overview located on 

the LDOE INSIGHT Coordinator Portal in the shared documents folder.

https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx
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Data Collection Timeline
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Annually, data are collected in one of two ways:

• During scheduled data collection periods  (SIS, SPC, CUR, PEP, CVR, 

TSDL, AFR) 

• Daily for systems with no scheduled collection periods (SER, STS)

For additional information regarding the data collection timeline, refer to  Module 3 LDOE Data Collection 

Timeline and Communication Resources located on the LDOE INSIGHT Coordinator Portal in the shared 

documents folder.

https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx


Benchmark Calendar
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The benchmark calendar provides information to guide LEAs in submitting data 

for all data collection periods for each LDOE Application System:

• Calendar of system specific due dates and required activities 

(benchmarks)

• Checklist to track monthly activities 

• Webinar dates and trainings

For additional information refer to the 2016-17 Benchmark Calendar on the LDOE INSIGHT 

Coordinator Portal under the Announcements section.

file://doe.la.gov/fs/doe/mf/pair/DM/User Guides TEMPLATES/INSIGHT Portal


Data Collections for SPC and SIS
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Student Information System (SIS)

• October 1 MFP

• October 1 CLASS

• February 1 MFP

• End-Of-Year

• Dropout Correction

School Calendar System (SPC)

• October 1 MFP

• October 1 CLASS

• February 1 MFP

• End-Of-Year



How SIS & SPC Data Are Used
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LDOE Team Purpose

Finance
LEA enrollment & address data are used in MFP 

funding calculations.

Data Quality 

Management

Enrollment, discipline, and economically 

disadvantaged data are used for federal reporting.

Statewide Monitoring
Various data are used to identify areas needing 

improvement and correction.

Assessment & 

Accountability

Enrollment, demographic, and calendar data are 

used to ensure delivery of quality assessments and 

maintenance of accurate test history.



October 1 MFP Data Collection
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October 1 MFP Collection  (September 5– October 23, 2016)

• SIS: Student Enrollment, Attendance, Discipline, Free/Reduced 

Lunch Data

• SPC: Planned Calendars

During this training session, we will focus on the October 1 MFP data 

collection for:

• School Calendar System (SPC) 

• Student Information System (SIS) 
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Act 837 Implementation for LDOE Application Systems
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• Personally identifiable information (PII) is no longer be captured by LDOE 
application systems (SSN, full name, date of birth, full address)

• Students have been assigned a 10-digit unique Louisiana Secure ID 

• Full names (First, Middle, Last, Suffix) have been replaced by First Initial and 
Partial Last Name

• Date of Birth has been replaced with Day of Birth

• Full Addresses have been replaced by Zip Code and Residing Parish. 

• LEAs should no longer provide any student PII to LDOE when initially requesting 
assistance.  

• If the LEA needs LDOE to help resolve an issue, they should only provide data 
not considered personally identifiable (e.g. LA Secure ID, site code, local ID, etc.), 
unless otherwise allowed by law.

For assistance, contact SystemSupport@la.gov

mailto:SystemSupport@la.gov


Data Submissions

28

STAGE 1 – eScholar LOUISIANA SECURE ID System 

STAGE 2 – LDOE Data Submissions

SIS STS TSDL SER

Submit student information as needed to ensure alignment between 
eScholar and local student information system(s).



2016-17 Data Submissions

29

*Document can be downloaded here.

https://insight.doe.louisiana.gov/coordinators/Shared Documents/DataSubmissionsOverview.jpg
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SPC and SPS Link
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SPS SPCSite Code

• Data and school level data must be defined in SPS before submitting 

data to SPC.

• Data in the School Calendar System (SPC) and the Sponsor Site System 

(SPS) are linked via Site Code.



SPC and SIS Link
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SPC SIS

• Data must be submitted to SPC prior to submitting data to SIS.

• Data in the  School Calendar System (SPC) and the Student Information 

System (SIS) are linked via a Calendar Code.

• The SPC User Guide can be downloaded from the LDOE INSIGHT 

Coordinator Portal in the SPC System folder.

https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx


SPC District-level or Default Calendar

33

• District Level or “Default” Calendars are required for each Local 

Education Agency (LEA).  

• These are calendars without a specific Site Code that when taken 

together, encompass all grades authorized within the LEA.  “Default” 

calendars will apply to any classes or grades for which a specific site-

level calendar is not provided. 

• A single-site LEA such as a Type 2 charter school should submit only 

district-level calendars. 



SPC - School Calendar “record set”
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• The School Calendar or School Calendar “Record 

Set” consists of a Basic Calendar Record (Type 

10) together with associated Event Records 

(Types 20, 30, 40, 50, and 60) which add, 

subtract, or otherwise qualify instruction/non-

instruction days or minutes for the school session 

inclusive of the first and last days of the school 

session.  

• The school district assigns each school calendar 

in a unique Calendar Code (001-999), which 

applies to the whole school calendar “record set.”

• In most cases, LEAs have a local vendor 

that provides file extracts in the proper

format for LEAs to submit to LDOE.



SPC Home Page

35



SPC – Uploading Calendar Data
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Select:  CALENDAR 

UPLOAD 

Select: Beginning 

School Session Year

Select: Processing 

Period

VALIDATE ONLY?

Select Yes if you want to 

validate your data before 

updating the data base

Click Browse to select 

the file to be uploaded.

Click Upload My File 

Now.



SPC - Uploading Calendar Data
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• If you receive a File not accepted message., you can select the View Upload 

Status for additional details.

• After upload has completed successfully, you will be able to View Errors and View 

Input Data



SPC - View Errors
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• The error report contains detailed information for correcting errors in your 

data. 

• For each error, both an error code and error message are displayed.  

• Additional information for correcting each error can be found in Appendix 

D of the SPC User Guide.



SPC User Guide
Appendix D Error Codes and Messages

39

Error  

Code

Error 

Message

Cause Solution

21 GRADE {nn}
NOT FOUND
ON SITE
DATABASE.

• A site-level calendar contains a
grade code (nn) that is not 
authorized in the SPS Database for
that site code; OR

• b) a district-level calendar
contains a grade code (nn) that is
not shown for any of the LEA’s
sites on the SPS Database.

Either remove the grade from the
school calendar (i.e., if grade is
erroneous) or submit a district 
correction to the Sponsor/Site
Database.

Sample error code and solution:



SPC - View Input Data

40

Viewing input data can help LEAs locate errors in the file.  In the example 

below, the LEA submitted a grade that did not exist in Sponsor Site System 

(SPS) for that school.



SPC – Online Entry
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Select:  CALENDAR 

UPDATE 

Select: Beginning 

School Session Year

Select: Processing 

Period

Using the online 

feature, calendars can 

be added, edited, and 

deleted.

When adding a new 

calendar, it is important 

to click the Add button 

to the right before 

validating or updating.

LEAs also have the option of entering and/or updating calendar data manually.



SPC – Online Entry
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Select:  CALENDAR 

UPDATE GRADES 

Select: Beginning School 

Session Year

Select: Processing Period

To add a grade, select the grade 

from the drop-down menu and 

click the Add button to the right.

Next, click Update Grades.

To remove a grade, select Delete

to the right of the grade listed.

LEAs can also manually add or remove grades to existing calendars.



SPC – View Existing Data
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Select:  CALENDAR 

VIEW 

Select: Beginning School 

Session Year

Select: Processing Period

SPC provides a means for LEAs to view all existing calendars currently in the 

system along with basic information and calculations.



SPC - Reports
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Select:  CALENDAR 

REPORT

Select: Beginning 

School Session Year

Select: Processing 

Period

SPC provides a means for LEAs to provide a report of all existing calendars 

currently in the system for viewing online or printing.



SPC - Reports

45



Common SPC Errors
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1. 35 No LEA Calendar for {  }

o Cause: At least 1 district level calendar is required.

o Solution: Create district level calendar and resubmit calendar 

data.

2. In SIS – 304 Invalid Calendar Code

o Cause: SIS was uploaded prior to uploading SPC. 

o Solution: Run SPC to upload all of the calendars then resubmit 

SIS data.

3. 21 Grade {  } not found on Site database

o Cause: Grade not listed for site in Sponsor Site.

o Solution: Submit Change Request form to update Sponsor Site.

Once updated, resubmit calendars.



SPC October 1 MFP 

Benchmark Calendar

47

2016-17 School Calendar System (SPC)
September 2016

System Category Date Action Item

SPC OMFP Monday, September 5, 2016 Collection Opens for October 1 MFP data submissions.
Data Collected: SPC planned district and site calendar data.  
Reports to run and verify after each submission: Run SPC 
Calendar Listing Report (Verify instructional minutes). Refer 
to SPC User Guide.

System Category Date Action Item

SPC OMFP Monday, September 26, 2016 Deadline for error-free SPC planned district and site 
calendar submissions for October  1 MFP collection 
(required for SIS October 1 MFP submissions).



SPC October 1 MFP 

Benchmark Calendar - Checklist

48

2016-17 School Year Monthly Checklist for Submitting Data to LDOE Application Systems

SPONSOR: Enter 3-digit Sponsor Code

SITE CODE(S): Enter 6-digit Site Code(s)

NAME: Enter Sponsor Name 

* This checklist is a high-level overview of data submissions for the year.  Details can be found in the individual systems tabs.



Check when 
complete System July 2016 NOTES

SPC
For October 1 MFP collection, begin submitting SPC planned 
school calendars and verifying instructional minutes.

Check when 
complete

System September 2016 NOTES

SPC
For October 1 MFP collection, complete final error-free 
submission of SPC planned school calendars. Verify 
instructional minutes for all calendars. 
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SIS Links to SPS and SPC
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SIS

SPC

SPS

Site Code

Calendar Code

SIS and SPS link
• Data in the Student Information System (SIS) and 

the Sponsor Site System are linked via the Site 

Code

• District and school level data must be defined in 

SPS before submitting student data to SIS

SIS and SPC link
• Data in the Student Information System and the 

Calendar System (SPC) are linked  via a Calendar 

Code

• Calendar data must be submitted to SPC prior to 

submitting student data to SIS



SIS Record Types
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STUDENT DATA

Demographic Data (type 010)

Enrollment (type 040)

Address (type 120)

Section 504 (type 130)

Program (type 050)

Class Schedule (type 110)

Student Perpetrator and Instance 

Discipline Data (type 091)

Actions and Interventions (type  092)

DISCIPLINE EVENT

Event (type 007)

Victim (type  093)

Non-Student Perpetrator and Instance 

Discipline Data (type 094)

• The SIS system collects information on 

students related to demographics, 

enrollment,  class schedules, and 

discipline.  

• To the right are all of the record types 

collected in SIS.  Those in orange are 

related to discipline events and may 

not pertain to all students.



SIS Home Page
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SIS – Uploading Student Data
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In most cases, LEAs have a local vendor that 

extracts SIS records in the correct format for 

uploading to LDOE.

Required Student Records:

• A Demographic Record (010) 

• At least one Enrollment Record (040) 

• Class Schedule Records (110) (Oct. 1 CLASS 

collection ONLY).

Other Student Records (submit if applicable):

• Address Record (120) 

• Section 504 Record (130)

• Program Records (050) 

• Student Perpetrator (091)*

• Actions & Interventions (092)*

* Before submitting 091 and 092 records, the corresponding Event records must be submitted to SIS. 



SIS – Uploading Discipline Events
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Before uploading 091 and 092 record types with your 

student records, Event data must be uploaded to SIS.

Required in the Event Upload:

• An Event Record (007) for each

Other non-student Discipline Records (submit if 

applicable):

• Victim Record (093) 

• Non-Student Perpetrator and Instance (094)



SIS – Uploading Discipline Events
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Select:  EVENT

UPLOAD

Select:  Beginning 

School Session Year

Select: Processing 

Period

VALIDATE ONLY?

Select Yes if you want to 

validate your data before 

updating the data base

Click Browse to select 

the file to be uploaded.

Click Upload My File 

Now.



SIS – Uploading Student Data
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Select:  STUDENT 

UPLOAD 

Select:  Beginning School 

Session Year

Select: Processing Period

VALIDATE ONLY?

Select Yes if you want to 

validate your data before 

updating the data base

Click Browse to select the 

file to be uploaded.

Click Upload My File Now.



SIS – Uploading Student & Event Data
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• If you receive a File not accepted message, you can select the 

View Upload Status for additional details.

• After upload has completed successfully, you will be able to View 

Errors and View Input Data



SIS - View Errors
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• The error report contains detailed information for correcting errors 

in your data. 

• Both an error code and message are displayed for each error.  

• Additional information for correcting each error code can be found 

in Appendix D of the SIS user guide.



SIS User Guide 
Appendix D Error Codes and Messages

59

Error  

Code

Error 

Message

Cause Solution

370 Invalid Exit 
Reason

An ENROLLMENT/EXIT RECORD 
(040) contains an invalid EXIT 
REASON CODE.

Verify and correct the EXIT 
REASON CODE.

Sample error code, probable cause and solution:



SIS - View Input Data

60

Viewing SIS input data in the upload file can also help in resolving errors.



SIS Common Errors
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ERROR 

CODE
ERROR 

MESSAGE
CAUSE SOLUTION

100

Invalid 

record 

length

One or more records in the upload 

file are not the correct length.

Verify and correct the record layouts 

within the upload file. Beginning 

2016-17, ensure the record 

conforms to the non-PII format.  

U01
Invalid 
Secure ID

Student’s record has an  invalid 
Secure ID.

Verify a valid 10-digit numeric 

Secure ID has been entered and 

exists for the student in the 

Louisiana Secure ID system.

U02 

Secure ID 

does not 

exist

Student has not been assigned a 

Secure ID

Ensure the student has been 

assigned a Secure ID by the 

Louisiana Secure ID system.  

U03

Student’s 

First Name 

not matched

Student’s record has a Partial First 

Name that does not match the 

student’s Partial First Name in the 

Louisiana Secure ID System.

Verify the student’s Partial First 

Name is correct and is the same as 

submitted to the Louisiana Secure 

ID system.



SIS Common Errors
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ERROR 

CODE

ERROR 

MESSAGE
CAUSE SOLUTION

U04

Student’s 

Last Name 

not matched

Student’s record has a Last Name

that does not match the student’s 

Partial Last Name in the Louisiana 

Secure ID System.

Verify the student's Partial Last 

Name is correct and is the same as 

submitted to the Louisiana Secure 

ID system. 

U05

Student’s 

Local ID not 

matched

Student’s record has a Local ID 

that does not match the student’s 

Local ID in the Louisiana Secure ID 

System.

Verify the student's Local ID is 

correct and is the same as 

submitted to the Louisiana Secure 

ID system. 

U06

Student’s 

Day of Birth 

not matched

Student’s record has a Day of Birth

that does not match the student’s 

Day of Birth in the Louisiana 

Secure ID System. 

Verify the student’s Day of Birth is 

correct and is the same as 

submitted to the Louisiana Secure 

ID system. 

U07

Student’s 

Ethnicity not 

matched

Student’s record has an  Ethnic 

Code that does not match the 

student’s Ethnic Code in the 

Louisiana Secure ID System.

Verify the student’s Ethnic Code is 

correct and is the same as 

submitted to the  Louisiana Secure 

ID System.



SIS Common Errors
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ERROR 

CODE
ERROR 

MESSAGE
CAUSE SOLUTION

U08

Student’s 

Gender not 

matched

A student’s record contained a 

Sex Code that does not match 

the student’s gender in the 

Louisiana Secure ID System.

Verify the student’s  Sex Code is 

correct and is the same as 

submitted for the student to the 

Louisiana Secure ID System.

U09

Reside Parish 

of Student’s 

Address not 

matched

A student’s record contained a 

Reside Parish that does not 

match the student’s Reside 

Parish in the Louisiana Secure 

ID System.

Verify the student’s Reside Parish 

is correct and is the same as 

submitted for the student to the 

Louisiana Secure ID System.

U10

Zip code of 

Student’s 

Address not 

matched

An student’s record contained a 

Zip Code that does not match 

the student’s Zip Code in the 

Louisiana Secure ID System.

Verify the student’s Zip Code is 

correct and is the same as 

submitted for the student to the 

Louisiana Secure ID System. 



SIS Common Errors
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ERROR 

CODE

ERROR 

MESSAGE
CAUSE SOLUTION

200

Secure ID exists 

for another 

student in LEA

Upload: More than one Demographic 

Record (010) using the same Secure ID 

was found in your upload file.

Online: The Secure ID already exists in 

Louisiana Secure ID System.

Verify the student’s Secure 

ID is correct.

304
Invalid 

Calendar Code

An Enrollment/Exit Record (040) 

contains an invalid Calendar Code for 

the LEA.

Verify the Calendar Code

exists in the School 

Calendar System for the 

LEA and the particular 

site at which the student 

is enrolled.



SIS Common Errors
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ERROR 

CODE

ERROR 

MESSAGE
CAUSE SOLUTION

89N

Event ID 

Does Not 

Exist

An attempt was made 

to process a student 

discipline record prior 

to uploading the 

corresponding Event 

record through the 

Event upload.

An Event (007) record which defines the 

Event ID must be uploaded first before 

submitting student perpetrator  records 

referencing  that  Event ID.  Upload the 

Event Record (007) and then re-submit the 

Student Perpetrator and Instance Records 

(091).

901

Student 

enrolled in 

another 

LEA

Student was enrolled 

in another LEA the 

same time he was 

enrolled in your LEA.

Verify the entry and exit dates to determine 

whether or not the student was enrolled in 

another district during the same times you 

reported the student as enrolled in your 

district.  A student’s enrollment date must be 

on or after the exit date from another district.



SIS – Online Entry
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Select:  STUDENT 

UPDATE 

Select:  Beginning School 

Session Year

Select: Processing Period

Students can be added, edited, and 

deleted.

LEAs also have the option of entering and/or updating student data manually.



SIS – Online Entry
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Once a student is selected, users can move through the different record types 

to add/update data or delete the student completely.



Select:  STUDENT 

VIEW 

Select:  Beginning School 

Session Year

Select: Processing Period

SIS - View Existing Data
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SIS also provides a means for LEAs to research and view data for their existing 

students.



SIS Reports & File Extracts
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• SIS reports and extracts are helpful in assisting 
LEAs with data validation and research.

• Reports are divided into groups for easy 
access.

• During the October 1 MFP collection, LEAs will 
want to pay special attention to the MFP 
reports. 



SISR04 Enrollment Count Report

70

Select:  REPORT

Select:

Report Group 

or ALL

Report Name

One of the most commonly used reports is the Enrollment Count 

Report.  LEAs can use this report to perform a basic check of student 

counts by grade.



SISR04 Student Enrollment Count
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SIS Reports & File Extracts
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Select:  FILE 

Select: File Name

Select:  Beginning School 

Session Year

Select: Processing Period

File extracts can be useful in conducting research or reviewing data 

submitted to LDOE.  The SISF01 for example provides a file of the data 

submitted by the user in the LDOE SIS record layout format.



2016-17 Benchmark Calendar 

SIS October 1 MFP
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2016-17 Student Information System (SIS)
July 2016
System Category Date Action Item
SIS OMFP Monday, August 8, 2016 Export SISF03 Direct Cert Match Extract File (June 30 SNAP) for 

2016-17 beginning school year and provide to your Food Service 
Supervisor.

SIS Grad/DCP Monday, August 8, 2016 Collection Opens for 2016-17 EOY Dropout Correction Period 
(DCP). 
Data Collected: Corrections for students identified as potential 
dropouts.
Reports to run and verify after each submission: SIS Dropout 
Correction Reports. Refer to SIS User Guide Appendix C.

September 2016
System Category Date Action Item
SIS OMFP Monday,September 5, 

2016
Collection Opens for October 1 MFP data submissions
Data Collected: SIS student data including enrollment, 
attendance, discipline, and free/reduced lunch data. 
Reports to run and verify after each submission: SIS MFP, Year-
Round, Enrollment, Discipline, Truancy, 504, Dropout, Food and 
Nutrition, SER/SIS Crosscheck-Child Count Compare (IDEA), and 
SIS/SER Crosscheck. Refer to SIS User Guide APPENDIX C.



SIS October 1 MFP 

Benchmark Calendar
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2016-17 Student Information System (SIS)
September 2015
System Category Date Action Item
SIS Grad Friday, September 09, 2016 Deadline for entering 2016-17 summer graduate updates 

and exiting students in SIS.

SIS OMFP Friday, September 30, 2016 Deadline for entering 2016-17 students enrolled as of 

September 16
th

(disaster reporting count)

October 2015
System Category Date Action Item
SIS OMFP Friday, October 21, 2016 Deadline for error-free SIS data submissions and 

verification of reports for October 1 MFP collection. 



2016-17 Benchmark Calendar 

SIS October 1 MFP - Checklist
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2016-17 School Year Monthly Checklist for Submitting Data to LDOE Application Systems

SPONSOR: Enter 3-digit Sponsor Code

SITE CODE(S): Enter 6-digit Site Code(s)

NAME: Enter Sponsor Name 

* This checklist is a high-level overview of data submissions for the year.  Details can be found in the individual 

systems tabs.



Check 
when 
complete

System August 2016 NOTES

SIS  
For October 1 MFP and October 1 CLASS (formerly "LEADS") collections, 
begin submitting SIS student data and verifying reports. Include 
enrollment, attendance, discipline, and free/reduced lunch data.

Check 
when 
complete

System September 2016 NOTES

SIS Exit prior year summer graduates in SIS

SIS For October 1 MFP collection, complete disaster exit count.
Check 
when 
complete

System October 2016 NOTES

SIS

For October 1 MFP collection , complete final error-free submission of 
SIS student data and verification of reports.  Ensure enrollment, 
attendance, discipline, and free/reduced lunch data has been reported 
for all students.



October 1
Combined Analysis Report
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October 1  
Combined Analysis Report
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SIS Frequently Asked Questions
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SUBJECT: DATA COLLECTION TIMELINE

QUESTION: How often does Student data need to be reported?

RESPONSE:  Student data should be reported to SIS during all open data 

collection periods.

QUESTION:  Are all data collection periods the same in regards to length of 

time?

RESPONSE:  No, they are not the same length due to reporting requirements 

for different types of data. The reporting time frame may vary.  Refer to the data 

collection timeline and the Benchmark Calendar on the LDOE INSIGHT 

Coordinator Portal for specific due dates for each data collection period.



SIS Frequently Asked Questions
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SUBJECT: SIS UPLOADS PROCESSING – ERRORS

QUESTION:  I am receiving a message “The maximum concurrent uploads is 4.  

There are currently 4 uploads processing.  Please try again later.”  What does this 

mean?  

RESPONSE:  A maximum of 4 concurrent uploads is allowed to the system.  

Other districts may be uploading at the same time.  Try again and schedule your 
uploads periodically throughout the day to alleviate the program.

QUESTION: I continue to receive an “File Not Accepted” when submitting SIS 
uploads.  What can I do?

RESPONSE:  Please verify all records in the file conform to the specified Student 

Information System (SIS) Record Layouts including the length of the fields, valid 

values for each field and the total record length for each record type. 



Next Steps
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• Review the SPC and SIS user guides and submission calendars to ensure 
compliance with data requirements.

• Begin submitting October 1 MFP Calendar data to SPC.  

• Begin submitting October 1 MFP Student data to SIS.  

• Include student, enrollment, and address records (if required) in your 
September 16th disaster count. The deadline to complete this submission is 
Friday, September 30, 2016.

• MFP data include all student demographics, enrollment records, and discipline 
as of October 1.  The deadline to complete these submissions is Friday, October 
21, 2016.

• Validate data submitted to SPC and SIS by running the MFP reports. 

• Plan to attend the November regional collaboration for training on how to 
submit class schedule data.  



Disaster Recovery
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• Over the past few weeks, students displaced due to the recent flooding in the 
22 impacted parishes have been enrolling in schools across the state.  When 
enrolling these students, LEAs should maintain the parent certification form as 
documentation. 

• Refer to the DM September webinar for additional details regarding enrolling 
and reporting displaced students.



Important Links
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• LDOE INSIGHT Coordinator’s Portal – contains important communications 
https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx

• LEADS Portal – direct link to LDOE systems   https://leads3.doe.louisiana.gov/ptl/

• Louisiana Secure ID System (eScholar) – for assigning/maintaining Secure IDs
https://louisianasecureid.escholar.com/

• TAS – for security coordinators to assign user permissions to LDOE systems
https://tas.doe.louisiana.gov/Administration.aspx

• PRS – for resetting forgotten/locked passwords        

https://password.doe.louisiana.gov/

• Louisiana Believes State Website  - www.louisianabelieves.com

https://insight.doe.louisiana.gov/coordinators/SitePages/Dashboard.aspx
https://leads3.doe.louisiana.gov/ptl/
https://louisianasecureid.escholar.com/
https://tas.doe.louisiana.gov/Administration.aspx
https://password.doe.louisiana.gov/
http://www.louisianabelieves.com/


Contact Information
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Manager: Michael.Collier@la.gov

Student Information System (SIS) and Calendar (SPC):   Sherry.Randall@la.gov
Curriculum (CUR):    Sherry.Randall@la.gov
Special Education Reporting (SER):  Ashley.Augustine@la.gov
Teacher Student Data (TSD):  Ashley.Augustine@la.gov
Sponsor Site System (SPS):   Jacqueline.Edwards@la.gov

Student Transcript System (STS):   Jacqueline.Edwards@la.gov
Profile of Educational Personnel (PEP):   Michael.Zanovec@la.gov
Annual Financial Reporting (AFR):   Miao.Cao@la.gov

eScholar: LouisianaSecureID@eScholar.com

mailto:Michael.Collier@la.gov
mailto:Sherry.Randall@la.gov
mailto:Sherry.Randall@la.gov
mailto:Ashley.Augustine@la.gov
mailto:Ashley.Augustine@la.gov
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